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Ⅰ:BCP Policy
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We have established a Business Continuity Plan to continue 
essential operations even in the event of natural disasters such 
as earthquakes, infectious diseases such as new strains of 
influenza, or accidents such as fire, and to ensure prompt 
recovery from any suspension of our business. We will continue 
to promote our business continuity management (BCM) for 
continuous improvement. To improve the effectiveness of BCM, 
we will continue to provide practical training and education and 
strive to respond to various risks.
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Ⅱ:Overview (Risk Management System, Risk  
Understanding and Evaluation, etc. )

1. Basic Policy for Risk Management

① Ensuring the Safety of Human Life
Our top priority is to ensure the safety of customers, employees, business 
partners, etc.

② Stable Supply of Products and Services
We will continuously supply the products and services necessary to society 
domestically and overseas.

③ Compliance and Respect for Corporate Social Responsibility
In addition to emphasizing compliance with laws and corporate ethics, we 
adhere to “the Sumitomo Corporate Philosophy,” “the Sumitomo Spirit,” and 
“the Sumitomo Electric Group Charter of Corporate Behavior.”
We will fulfill our corporate social responsibility by acting under our Charter.
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(1) Understand, analyze, and evaluate the risks associated with 
management, take mitigation measures, and minimize each risk 
according to the evaluation results. 

(2) The main target is risk management in the following categories.

ApplicableSub-SubcategorySubcategoryCategory

◎●Disaster risk, Social crime risk
Non-financial risk

External Risk ●Political and country risk

◎●Credit riskFinancial risk

◎

●Product quality and safety risk

Operational riskInternal Risk

●Occupational accidents, Equipment 
accidents, Safety risk

●Environmental risk

●Compliance risk
●Risk of violation of regulations
●Labor/human rights/personal 
information risks
●Risk of unreliability of financial 
information and asset security risk
●Information/Communication system risk
●Intellectual property risk
●Reputation risk, etc. 

Ⅱ:Overview-2, Risk Management
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(3)Risk Management System
In collaboration with the Sumitomo Electric (SEI) Group’s risk
management system, 
SEDI has the management organization below.
①Risk Management Office
②Risk Management Group
③Natural Disasters (Earthquakes) BCP Committee
④Infectious Disease Control Secretariat

Infectious Disease Control Action Plan）

-6-

SEI Board of Directors

SEI Management Meeting SEI Compliance Committee
CSR Committee

（Risk Management Committee) Public Relations Committee
Company-wide Environmental Committee

SEI Risk Management 
Working-level Committee

SEI Compliance / Risk Management Office

SEI Corporate Staff

Business Division, Sales Division, R&D Division

Business Unit Affiliates

SEDI

ＲＭ

ＲＭ

ＲＭ

Group-wide risk management 
activities

ＲＭ

ー SEDI in SEI Risk Management System ー

RM:Risk Manager

（Risk Management Standard)

(
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We are implementing the following actions based on 
company rules.

①We conduct risk analysis and evaluation once a year
based on the company guidelines and identify essential 
risks.

②For significant risks, we set deadlines to consider 
countermeasures and take mitigation measures.

③We report significant risks to the SEI business division, 
which identifies the most critical risks that the business   
division should focus on, and counter measures to reduce 
risks. 

The next slide shows the risk analysis method.

Ⅱ:Overview ｰ３，Risk Assessment

( Risk Management Guidelines)
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Risk Analysis Method
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Ⅳ:Business Recovery Plan
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1. To prepare for a disaster or significant disruption, we have established a 
business continuity plan (BCP), reviewed yearly, including the recovery plan. 
(Business Continuity Plan for a large-scale Earthquake Disaster)

2. Procedures and recovery periods for 100% recovery in a functional outage 
have been established and reviewed once a year.

3. To prepare for an infectious disease outbreak (pandemic), we have 
established a business continuity plan for infectious diseases and reviewed 
it once a year.
( Business Continuity Plan for Infectious Disease (Infectious Disease BCP))

Ⅲ:Disaster/Incident Response Plan
・ We have established a management system and behavioral guidelines based on 
the Disaster/Incident Response Plan (IMP). We conduct regular training to prevent 
disasters and prepare for disasters or major disruptions. （ Disaster/Incident 
Response Plan（IMP））
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https://www.sedi.co.jp/


